


UNIT -1
RISK  MANAGEMENT 





RISK

In business, risk management is defined as the process of identifying, monitoring and 
managing potential risks in order to minimize the negative impact they may have on an 

organization.



Risk caused by ....

■ Risks of nature

■ Risks related to human nature (theft, burglary, embezzlement, fraud)

■ Man-made risks

■ Risks associated with data and knowledge

■ Risks associated with the legal system (liability)—it does not create the risks but 
it may shift them to your arena

■ Risks related to large systems: governments, armies, large business 
organizations, political groups

■ Intellectual property











Internal Risk

Internal Risk Control is what a manager and organization put in place to minimize risks

coming from inside the organization.

External Risk 

Risks that are external to the project and 
the project manager can not control. 
Good examples of external risks are 
changes in government legislation,
changes in strategy from 

senior managers, and the economy. 



Management by objectives (MBO) is a 
strategic management model that aims 
to improve the performance of an 
organization by clearly defining 
objectives that are agreed to by both 
management and employees.





■ Risk identification is the process of determining risks that could potentially prevent the 
program, enterprise, or investment from achieving its objectives. It includes 

documenting and communicating the concern.

Risk identification 







Measurement of risk 



Risk Analysis 

■ Risk management analysis comprises of a series of measures that should be employed to 
prevent the occurrence or to allow an elimination of risks. Risk management analysis is 
nothing more than a set of specific and defined processes to do everything so that the 
highlighted risks do not occur.

Steps involved:

■ Stage 1: Assess the risk: What can go wrong?

■ Stage 2: Evaluate the risk: How likely it is to occur?

■ Stage 3: Analyse the risk: What would be the consequences?

■ Stage 4: Manage the risk: What preventative steps can be taken?



Monitoring risk

■ More specifically: "Monitor Risks is the process of monitoring the implementation of 

agreed-upon risk response plans, tracking identified risks, identifying and 

analyzing new risks, and evaluating risk process effectiveness throughout the 

project.“

■ Risk monitoring is the ongoing process of managing risk. Risk management often has 
an initial phase that involves identifying risk, agreeing to treatments and designing 

controls. 

■ Risks need to be monitored so that management can act promptly if and when the 
nature, potential impact, or likelihood of the risk goes outside acceptable levels





Controlling risk

■ The purpose of internal control and risk management is to ensure that the company's 
operations are effective, that financial and other information is reliable, and that the 
company complies with the relevant regulations and operating principles.

Some practical steps you could take include:

■ trying a less risky option.

■ preventing access to the hazards.

■ organising your work to reduce exposure to the hazard.

■ issuing protective equipment.

■ providing welfare facilities such as first-aid and washing facilities.

■ involving and consulting with workers.



Rationale for risk management 

■ The purpose of risk management is to identify potential problems before they occur, 
or, in the case of opportunities, to try to leverage them to cause them to occur. Risk-
handling activities may be invoked throughout the life of the project.

■ The aim of the risk assessment process is to evaluate hazards, then remove that 
hazard or minimize the level of its risk by adding control measures, as necessary. By 
doing so, you have created a safer and healthier workplace.

■ This indicator collectively identifies both fiscal, Outcomes programmatic, and 
documented deficiencies which could result in an increase or decrease in the level of 
risk.



■ Risk management enables project success

■ Employees can reduce the likelihood and severity of potential project risks by 
identifying them early. If something does go wrong, there will already be an action 
plan in place to handle it. This helps employees prepare for the unexpected and 
maximize project outcomes.

Risk management  is a type of skill 

that how a skill to improve our daily routine work 

to do as a professional way. Team work always 

give a great success on some irregular risk 

at the time of critical situation.



UNIT-2

RISK ASSESSMENT 

Introduction 

A risk assessment is a process to identify potential hazards and analyze what could happen if a hazard 
occurs. A business impact analysis (BIA) is the process for determining the potential impacts resulting 

from the interruption of time sensitive or critical business processes.



Types of risk assessment

Qualitative Risk Assessment.
Quantitative Risk Assessment. 
Generic Risk Assessment. 
Site-Specific Risk Assessment. 
Dynamic Risk Assessment.



Risk identification is the process of determining risks that 

could potentially prevent the program, enterprise, or 

investment from achieving its objectives. It includes 

documenting and communicating the concern.

Brainstorming, interviews, document analysis, checklists (risk 
categories), root cause analysis, and assumptions analysis.



Risk Assessment methods

■ A qualitative risk assessment should be a systematic examination of what in the workplace 

could cause harm to people, so that decisions can be made as to whether existing precautions or 

control measures are adequate or whether more needs to be done to prevent harm.

■ Risk = Severity x Likelihood

■ In carrying out quantitative risk assessments, special quantitative tools and techniques will be 
used for hazard identification, and to estimate the severity of the consequences and the likelihood 
of realisation.

■ Genric- Every employer shall make a suitable and sufficient assessment of the risks to the health 
and safety of his employees to which they are exposed whilst they are at work; and the risks to the 
health and safety of persons not in his employment arising out of or in connection with the conduct 
by him of his undertaking.



Risk Analysis 

■ Risk analysis is the process of identifying and analyzing potential issues that could 

negatively impact key business initiatives or projects. This process is done in order to 

help organizations avoid or mitigate those risks.



■ Risk analysis seeks to identify, measure, and mitigate various risk exposures or hazards 
facing a business, investment, or project.

■ Quantitative risk analysis uses mathematical models and simulations to assign numerical 
values to risk.

■ Qualitative risk analysis relies on a person's subjective judgment to build a theoretical 
model of risk for a given scenario.

■ Risk analysis is often both an art and a science.

Types of Risk Analysis

■ Risk analysis can be quantitative or qualitative.

■ Quantitative Risk Analysis

■ Under quantitative risk analysis, a risk model is built using simulation or deterministic 
statistics to assign numerical values to risk. Inputs that are mostly assumptions 
and random variables are fed into a risk model.

■ Qualitative Risk Analysis

■ Qualitative risk analysis is an analytical method that does not identify and evaluate risks 
with numerical and quantitative ratings. Qualitative analysis involves a written definition 
of the uncertainties, an evaluation of the extent of the impact (if the risk ensues), and 
countermeasure plans in the case of a negative event occurring.

https://www.investopedia.com/terms/q/quantitativeanalysis.asp
https://www.investopedia.com/terms/r/random-variable.asp
https://www.investopedia.com/terms/q/qualitativeanalysis.asp


Techniques for risk analysis



RISK EXPOSURES 

■ Risk exposure is the measure of potential future loss resulting from a specific activity or 
event. An analysis of the risk exposure for a business often ranks risks according to their 
probability of occurring multiplied by the potential loss if they do.

■ Risk exposure = probability × impact.















Physical assests 

■ Physical assets are tangible assets and can be seen, 
touched and held, with a very identifiable physical 
existence. Physical assets include land, machinery, 
buildings, tools, equipment, vehicles, gold, silver, or any 
other form of material economic resource.

■ Critical risks of physical assets are those risks with 
medium to high probability and medium to high impact 
on business objectives. To manage these critical risks, 
organizations should develop appropriate risk treatment 
plans taking the available resources into account.





Financial assets

■ A financial asset is a liquid asset that gets its value from a contractual right or ownership 
claim. Cash, stocks, bonds, mutual funds, and bank deposits are all are examples of 

financial assets.

■ Bank deposits, stocks, bonds, loans.

■ A financial asset is a liquid asset 

that derives its value from any 

contractual claim.





Legal liability

■ In law, liable means "responsible or 
answerable in law; legally obligated". 
Legal liability concerns both civil law and 
criminal law and can arise from various 
areas of law, such as contracts, torts, 
taxes, or fines given by government 
agencies. The claimant is the one who 
seeks to establish, or prove, liability.



What Four Factors Go Into Proving Liability?

■ The Defendant Owed the Plaintiff a Duty of Care. As a plaintiff, you must know that the 
burden of proof lies on you. 

■ The Duty of Care Was Breached By a Negligent Act. 

■ The Breach Resulted In an Accident. 

■ The Accident Resulted In an Injury.

The important points

Liability refers to a person's legal obligation to compensate a victim of an accident or other 
incident. Home insurance can cover legal costs and damages when the insured is liable for 

accidental injury or damage





Risk control tools

■ Risk control methods include avoidance, loss prevention, loss reduction, separation, 
duplication, and diversification.

■ SWOT. SWOT, or strengths, weaknesses, opportunities, threats, is another tool to 
help with identifying risks.

■ Transferring Risk. Transferring Risk can be achieved through the use of various forms of 
insurance, or the payment to third parties who are prepared to take the risk on behalf of 
the organization.

■ Tolerating Risk. 

■ Treating Risk. 

■ Terminating Risk.



Risk control techniques 

■ 1. Risk reassessment

■ 2. Risk audit

■ 3. Variance and trend analysis

■ 4. Technical performance measurement

■ 5. Reserve analysis

■ 6. Meetings



Risk Financing techniques

■ The practice of identifying and analyzing loss exposures and taking steps to 

minimize the financial impact of the risks they impose.

■ There are six main techniques that can be used. They are avoidance, loss prevention, 

loss reduction, separation, duplication, and diversification

■ Those risk financing methods include: (1) insurance; (2) self-insurance; (3) mutual 

insurance; (4) finite risk contracts; and (5) capital markets. Below is a discussion of 
each. Most organizations recognize insurance as a risk financing method to manage 
risks.







Risk Management  Decisions

■ Risk management is the process of identifying risks and planning actions to manage the 
risks. 

■ The identified risks are assessed and prioritized. Only significant risks are managed. 
Risk management decision making is a process to select the best alternatives or rank 
the alternatives for a specific risk management goal.

Common problems

It might be helpful to start out by providing a short list of the problems we’ve commonly 
seen that are related to suboptimal risk management decision making. As you read this list, 
ask yourself whether any of them might apply to your organization:

■ •Routine noncompliance with policies

■ •Inconsistent policy enforcement

■ •Lack of clarity regarding accountability

■ •Lack of clarity regarding authority

■ •Frequent changes in risk management focus and direction

■ •Loss events involving assets that no one seemed to know existed

■ •Audit findings that come as a complete surprise



Risk management decision
options

■ The basic methods for risk 

management—

■ avoidance, 

■ retention, 

■ sharing, 

■ transferring, 

■ loss prevention 

■ reduction





Data organization and 
Data analysis 



Data organization 

The practice of categorizing and classifying data 

to make it more usable. Similar to a file folder, 

where we keep important documents, you'll need to 

arrange your data in the most logical and orderly 

fashion, so you — and anyone else who accesses it 

— can easily find what they're looking for.

There are three basic steps in data analysis:

Step 1 – Organizing and preparing the data for 

analysis.

Step 2 – Analyzing the data.

Step 3 – Interpreting results.



■ Classification of data brings order to raw data. We can classify a bulk of data based on 
their need or purpose. The different types of data, based on which they are organised 
are given below:

■ Chronological data

■ Spatial data

■ Qualitative data

■ Quantitative data

Organization of data means classification, tabulation, graphical presentation and 

diagrammatic presentation of data. The methods that we use to organize data include 
classification, tabulation, graphical presentation and diagrammatic presentation.



The four types of data analysis are:

■ Descriptive Analysis.

■ Diagnostic Analysis.

■ Predictive Analysis.

■ Prescriptive Analysis











Risk Avoidance

Risk avoidance is the elimination of 

hazards, activities and exposures that can 

negatively affect an organization and its 

assets. Whereas risk management aims to 

control the damages and financial 

consequences of threatening events, risk 

avoidance seeks to avoid compromising 

events entirely.

















Risk Transfer

Risk transfer is a risk management and control strategy that involves the contractual 

shifting of a pure risk from one party to another. One example is the purchase of an 
insurance policy, by which a specified risk of loss is passed from the policyholder to the 

insurer.











■ Risk management enables better decisions, from setting corporate strategy, 
to driving major projects, to operational decision-making. With reliable, 
timely, and current information on risk (both the negative and positive 
potential) people can make better quality decisions

8 Benefits of Risk Management (Beyond Project Control)

■ It's easier to spot projects in trouble. 

■ There are fewer surprises. 

■ There's better quality data for decision making. 

■ Communication is elevated

■ Budgets rely less on guesswork

■ The expectation of success is set.

■ The team remains focused. .

■ Escalations are clearer and easier.



Risk pooling

■ Risk pooling is the practice of sharing all risks among a group of insurance 

companies. With risk pooling arrangements, instead of participants transferring risk to 
someone else, each company reduces their own risk.



Diversification of risk
■ Diversification of risk is simply another way of looking at a diversified portfolio. The 

latter is an investment management strategy where we divide our investment between 
separate assets. Different assets carry different degrees of risk, reacting differently to any 
given event.





UNIT -3
INTRODUCTION TO INSURANCE











Insurance

■ Insurance is a way to manage your risk. When you buy insurance, you purchase 
protection against unexpected financial losses. The insurance company pays you or 
someone you choose if something bad happens to you. If you have no insurance and an 
accident happens, you may be responsible for all related costs.







Gambling 
Gambling, the betting or staking of something of value, with 
consciousness of risk and hope of gain, on the outcome of a 
game, a contest, or an uncertain event whose result may be 
determined by chance or accident or have an unexpected 
result by reason of the bettor's miscalculation.

































UNIT 4
LIFE INSURANCE 





BASICS OF LIFE INSURANCE 

■ Life insurance is a contract between an insurer and a policy owner. 

■ A life insurance policy guarantees the insurer pays a sum of money to named 
beneficiaries when the insured dies in exchange for the premiums paid by the 
policyholder during their lifetime.

■ There are three main types of permanent life insurance: whole, universal, and variable.





Contract of life insurance 

■ Life Insurance: A contract of life insurance (also known as 'life assurance') is a contract 

whereby the insurer undertakes to pay a certain sum either on the death of the 

insured or on the expiry of a certain number of years.

■ Certain elements like offer and acceptance, free consent, capacity to enter into a 

contract, lawful consideration and lawful object must be present for the contract to be 
valid; (ii) The contract of life insurance is a contract of utmost good faith.









General insurance 

General insurance, also referred to as non-life insurance, is related to insurance of 
properties, assets, real estate, gazettes, automobiles etc. Under this agreement, the 
insurer/insurance company assures the insured for the uncertainty of the subject matter on 

payment of premium.

some examples general company are-

■ GICI

■ Kotak Mahindra General Insurance

https://www.policybazaar.com/insurance-companies/kotak-mahindra-general-insurance/?pb_source=organic


























UNIT 5
RISK AVERSION AND RISK 

MANAGEMENT 





RISK AVERSION AND DEMAND 
FOR INSURANCE 

■ A risk averse individual may be 

willing to assure against a potential 

loss, but will pay only up to a 

certain price for this insurance: if 
the price exceeds this amount he will 
not acquire the insurance.


























